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PREFACE

Lexpertise de RESOCOM est née du terrain : 100 % humaine au service de la

fraude documentaire, elle alimente désormais notre IA experte pour renforcer la

performance, la précision et la robustesse des controles.

A mesure que le monde s'accélére et se digi-

talise, l'identité - autrefois garantie par une
présence physique, une poignée de main, un
document palpable - bascule dans un univers
immatériel, fragmenté, exposé. Les interactions
se déplacent derriere des écrans, les parcours
clients se dématérialisent, les décisions se pren-
nent en temps réel : dans ce contexte, vérifier
qui est réellement « l'autre » n'est plus un sim-
ple contréle, mais un enjeu stratégique pour la
continuité d'activité, la conformité et la réputa-
tion de chaque organisation.

Dansle méme temps, la fraude documentaire et
d'identité n'est plus l'affaire de quelques fauss-
aires isolés. Elle s'est industrialisée, structurée,
professionnalisée. Lintelligence artificielle, for-
midable moteur d’innovation, est aussi deve-
nue un accélérateur de menaces : documents
falsifiés d'une grande finesse, visages générés,
voix synthétiques, scénarios de fraude com-
plexes et distribués. Une nouvelle scéne du
crime se joue désormais en silence, dans le
numérique, a une échelle transfrontaliére.

Dans un monde ou I'|A permet de cloner un
visage, d'imiter une voix ou de fabriquer en

quelques secondes une identité numérique
crédible, une question centrale s'impose : a qui
appartient notre identité numérique ?
Lexemple du Danemark, qui envisage de re-
connaitre a chaque citoyen un véritable droit
d’auteur sur son image, sa voix et son corps
numeériques afin de contrer les deepfakes et
I'usurpation d'identité, démontre que le débat
est désormais bien réel et ouvert.

L'engagement de RESOCOM
maitriser I'intégrité numérique

Cette approche rejoint exactement l'engage-
ment profond de RESOCOM : faire en sorte que
chaque individu reste maitre de son corps, de
son image, de sa voix, ainsi que de ses données
biométriques — en un mot, de l'intégrité de son
identité numérique.

Depuis plus de 26 ans, RESOCOM agit comme
une sentinelle experte de la vérification iden-
titaire, et construit, pierre aprés pierre, une
stratégie de lutte contre la fraude documen-
taire et l'usurpation d'identité.

En s'engageant dans des démarches de certifi-
cation exigeantes (notamment avec 'AFNOR),
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en créant I'Association EFP — European Fraud
Prevention par RESOCLUB, puis le fonds de do-
tation PRAEVICTIS — The Human ID Fund, l'en-
treprise affirme une ambition qui dépasse la
seule performance opérationnelle : faire de la
protection de l'identité un pilier de confiance
économique et un engagement sociétal dura-
ble.

Au coeur de cette stratégie, RESOCOM a fait le
choix d'un modéle qui combine expertise hu-
maine et intelligence artificielle.

Son service RESOEXPERT, 100 % humain, s'ap-
puie sur des milliers de dossiers analysés pour
identifier les incohérences invisibles a I'ceil non
formé:

- anomalies de personnalisation,

- défauts de MRZ,
- signaux faibles dans les zones de sécurité,

- métadonnées et historiques d’'usage des doc-
uments.

Cette expertise humaine, patiemment constru-
ite depuis plus de 26 ans, alimente désormais
notre IA experte, entrainée sur des cas réels,
afin de renforcer la performance, la fiabilité
et la capacité d’anticipation de nos disposi-
tifs de contréle. Chaque document n'est plus
seulement « vu », il est analysé, d'abord par le
regard humain, puis amplifié par I'lA, dans une
logique de boucle d'amélioration continue.
Pour autant, la technologie - aussi performan-
te soit-elle — ne constitue qu'une partie de la
réponse.

RESOCOM a choisi une logique d’écosysteme
: mutualisation des alertes, partage d'indica-
teurs, géolocalisation des usages suspects,
capitalisation sur les signaux faibles, struc-
turation de communautés d’acteurs engagés.
La lutte contre la fraude documentaire et
les abus de I'lA générative ne peut plus étre
menée en silos. Elle exige que les organisa-
tions cooperent, croisent leurs informations
et fassent évoluer ensemble leurs pratiques,
leurs référentiels de risques et leurs standards
opérationnels, pour construire une réponse
vraiment collective a une menace devenue
systémique.

C'est dans cet esprit que s'inscrit ce Livre
blanc, concu par RESOCOM et mis a disposi-
tion au sein de I'Association EFP — European
Fraud Prevention par RESOCLUB, afin que les
membres adhérents puissent l'enrichir de
leurs expertises, retours d'expérience et con-
tributions sectorielles.

Ce livre blanc est placé sous I'égide de Patrick
Butor, Président du groupe de travail I1SO sur
les normes de sécurité physique (ISO TC 292/
WG6), ancien membre du corps préfectoral et
délégué aux normes au Secrétariat général
du ministere de l'Intérieur. Son pilotage ga-
rantit un ancrage solide dans les meilleures
pratiques internationales de sécurité, ainsi
gu’un dialogue constant entre exigences nor-
matives, retours de terrain et enjeux opéra-
tionnels des acteurs confrontés a la fraude
principalement en Europe.
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